
Computer and Data Security 
 Basics for the CPA 

 

Course Description 
In many cases, network intrusions, loss of data or even loss of funds is due to a failure to follow simple security 
basics.  This course overviews some effective, common-sense techniques to secure your computer or network 
and associated data that are both low-cost and low-tech solutions.  Tips on detecting social engineering emails 
and employee education to prevent loss of data and funds to social engineers is also discussed.   

Completion Deadline & Exam: This course, including the examination, must be completed within one year of 
the date of purchase. In addition, unless otherwise indicated, no correct or incorrect feedback for any exam 
question will be provided. 

Course Level: Overview. This program is appropriate for professionals at all organizational levels.  
CPE Credits: 1 (CPA) 
Category: Information Technology 
Prerequisite: None 
Advanced Preparation: None 

 

Course Learning Objectives 
After studying this course you will be able to: 

1. Recognize basic computer and data security techniques 
2. Recognize social engineering techniques 
3. Describe methods to prevent social engineering fraud schemes 

 
 


